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Tips for Secure Banking

Keep your password strong and complex with a
combination of small and capital letters, digits and special

characters.

Do not share your personal details like Username,
Password, OTP, Card Number, CVV, PIN etc. with anyone.
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To report any suspicious activity, kindly email on report.phishing@sbi.co.in or call on the cybercrime helpline number 1930.
For more information visit: https://www.cybercrime.gov.in, https:/bank.sbi/web/personal-banking/cyber-security




